
Here’s what’s new in
Symantec DLP 16.1



Source Code
Classification

We have introduced a number
of new data detection

classifiers that customers can
use to detect content
including source code.



Personal Email
Detection

We now provide an intuitive,
pragmatic control that

reduces the risk of information
being sent from a corporate to

a personal domain.



New Response
Rule Conditions

To simplify the ongoing
process of adjusting DLP

policies and response rules,
DLP 16.1 empowers

administrators with the ability
to set the response based on

certain criteria.



Reusable
Keyword Lists

Now, DLP administrators can
take existing keyword lists and
convert them to be a reusable
keyword “building block” that

can be centrally and
referenced in multiple places.



Purview IP 
Classification Extended 

to Data at Rest

With this latest release, our
existing integration with

Microsoft PIP is expanded
with the ability to classify

documents on file and
network shares using the High

Speed Discovery scan.



Dive deeper into
DLP 16.1 with our

latest blog,
“Data protection

made simple”.


