
6 key questions
about the 



What is DORA?
DORA aims to strengthen the cybersecurity of financial 
entities and their information and communication 
technology (ICT) providers, making sure they stay resilient 
in the face of the growing volume of cyber-attacks.
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What organizations are affected?

Insurance ProvidersBanks & Credit
Institutions

Payment Providers

ICT Providers Financial Market 
Infrastructure

Financial Service 
Providers

Asset Management 
Companies

Crypto Service 
Providers
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What are the key pillars of DORA?3
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Individuals
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Maximum
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Third-Party ICT 
Service Providers

Maximum
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4 What are the penalties for 
non-compliance with DORA?



DORA enters into e�ect on 
January 17, 2025!

When does DORA take effect?5



Learn More

Thales helps financial entities and their ICT providers 
comply with DORA by addressing ICT Risk Management 
and Governance, Incident Reporting, and ICT Third-Party 
Risk Management requirements.

How can Thales help?6

Data Security

Identify, protect, monitor,
report, and govern sensitive

data across hybrid IT.

Identity &
Access Management

Provide seamless, secure and
trusted access to applications

and digital services. 

Application Security

Protect applications and APIs
at scale in the cloud, on premises, 

or in a hybrid model.

https://cpl.thalesgroup.com/compliance/emea/data-security-compliance-dora-resilience-act

