
Thales solutions 
for Microsoft 
Double Key 
Encryption (DKE)



Double Key Encryption 
for Microsoft 365
DKE for M365 and Thales solutions work 
together to enable organizations to protect 
their sensitive data while maintaining 
control of their encryption keys. 

The solution uses two keys to protect data. 
Viewing data protected with DKE requires 
access to both keys.

Manage access to your 
keys across your entire 
hybrid and multi-cloud 
estate with a common 

platform



Why is using Thales 
solutions for DKE 
more secure?

Enhanced Control 
and Privacy over 
Data and Keys

Shared Responsibility 
and Separation of 

Duties

Thales helps to simplify 
compliance to privacy 

regulations such as 
GDPR, Shrems II, 
PCI-DSS, CCPA



CipherTrust Cloud 
Key Management 

(CCKM)

Luna Key Broker 
for Microsoft 

DKE

Two Thales Solutions 
to Choose From:

FIND OUT MORE


